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Part A
Answer any ten questions.

Each question carries 2 marks.

1. Define 2.5G technology.

2. Define risk.

3.  What do you mean by SSID?

4. Write about access point based security measures.
5. Who are the players in privacy of wireless world?
6. Explain E-911.

7. What are vulnerabilitis of wireless device?

8. Whatis DSSS?

9. What does resolved cases means?

10. What is Marisat?

11.  Write about location tracking.

12. What are servelets?
(10%2=20)
Part B

Answer any six questions.

Each question carries 5 marks.
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Why information standard is needed?

Differentiate between trojan,virus and worms.

Write about wireless security.

What are various tools used for auditing?

Differentiate mandatory and discretionary access control.
What do you mean by BSS?

How to capture SSID?

What are the advantages and disadvantages of bluetooth?

Why device independence is important?
(6%5=30)
Part C

Answer any two questions.

Each question carries 15 marks.

Write about various wireless network protocols.
Explain wireless hacking walkthrough.
Explain about CIA triad and auditing in detail.

Explain about WEP encryption and WEP attack.
(2x15=30)
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